Edgelink Configuration

1. Add Device

f General Information
[ Enable
Name: NewDevice
Device Type: SNMP

[] Device Model

Unit Number: 1

Tag Write Type: Single Write

Description:

[ Add device name as prefix to 10 tags Buk Copy
% TCP/IP

IP/Domain: 192.168.172.209

Port Number: 161



Extention Properties

OID Prefix:

OID Count per Request:

SNMP Version:

SNMPv2c v
[v1,v2c] Read Community:

public

[v1,v2c] Write Community:

private

[v3] Security Name:

private

[v3] Authentication Protocol:

NoAuth v
[v3] Authentication Protocol Passphrase:
passphrase

[v3] Privacy Protocol:

MNoPriv v
[v3] Privacy Protocol Passphrase:

passphrase

Device Type: SNMP

Unit Number: Different from other device is ok.

IP/Domain: The IP or domain of SNMP Server.

Port Number: The port of SNMP Server, default is 161.

OID Prefix: If it is enabled, it will be added to the front of the tag address which have no

won

. in front of the address.

OID Count per Request: The OID count in one request. Default is 100.
Example: There are 5 tags. If you write the wrong address in one of the tags.

Disable the parameter. all OlIDs are in one request. Because one of the OID is
wrong, we will get a wrong request. So we will not get any data of all the tags.

Enable the parameter and set to 1: One OID per request. Then only the tag with



wrong address have wrong request. So, except the wrong address’s tag, other tags will
get data.

SNIMP Version: The version of the SNMP Server.

The parameters below are only for the SNMP version vl and vZ2c, please follow the
configuration of the SNMP Server.

[v1,v2c] Read Community:

.DUb|IC

[v1,v2c] Write Community:

'prrvate

The parameters below are only for V3, please follow configuration of the SNMP Server.
[v3] Security Name:
.pnvate
[v3] Authentication Protocol:
‘NoAuth -
[v3] Authentication Protocol Passphrase:
'passphmse
[v3] Privacy Protocol:
‘NoPriv -
[v3] Privacy Protocol Passphrase:

'passphmse



2. Add Tags

|32 10 Tag(NewNode-NewDevice) x

o oAdd.. |[-| /9§ Delete =l Modfy...

Name ata Type Source Initial Val... Scan Rate Address Conversion Type Scale Type
¥ 1 MewDevice:upti... Anal Custom-add 0.0 1 .1.3.6.1.4.1,10297.101.1.2.1.1.1.0.5  N/A Mo Scale
2 MNewDevice:Ne... Analog ustorn-al" o . Tttt T

7 Basic =l Advanced
Name: NewTag Scaling Type: Mo Scale -
Data Type: Analog - Formula:
Address: El
Span High: 1000 L =
Span Low: i}
Inital Value: — [g.0 Address Templte: 13.6.0.2.1.1.3.0 v - CaTP toan bw

Clamp to span high

Scan Rate: 1 Clamp to zero
. Address: .1.3.6.1.2.1.1.3.0
Read Write: Read/Write

D tion:
escription = —

oK Close

Address: The OID of the tag. (Only the format “.”+number can be used, string OID is not
supported.)

Currently, the data types in SNMP server we have supported are as follows:
ASN_INTEGER

ASN_UINTEGER

ASN_TIMETICKS

ASN_GAUGE

ASN_COUNTER

ASN_COUNTER64

ASN_IPADDRESS

ASN_OPAQUE_FLOAT

ASN_OPAQUE_DOUBLE

ASN_OPAQUE_U64

ASN_OPAQUE_lI64

ASN_OPAQUE_COUNTER64

The following three types will be treated as numeric strings. For example
“123.12" or "0x12abc”

ASN_OCTET_STR
ASN_BIT_STR
ASN_OPAQUE



